
ELECTRONIC COMMUNICATIONS POLICY 
 

A. Internet 

 

 The Town may provide electronic, digital and wire communications equipment for 

business purposes.  The use of this equipment should not be for personal use.  Messages 

received, sent, and stored on this equipment will be subject to monitoring from time to 

time and in the course of this monitoring may be read for content. Employees should be 

aware that there are stored records of all communications. There should be no expectation 

of privacy in any communications received, sent, or stored on equipment or service 

provided by the Town.  

 

The Town may provide unlimited access to the Internet and the World Wide Web to its 

employees as one of the many resources available to assist them in doing their jobs better 

and more efficiently. Therefore, the Town may establish an Internet account that may be 

accessed by employees. 

 

 Employees may be provided with passwords and e-mail addresses to enable them to use the 

account; these addressees and passwords are not provided to make employees' usage 

confidential or private.  E-mail records are business records of the Town. The usage of the 

Internet is subject to the same code of conduct which applies to all other actions in the 

workplace and using the Town's Internet account in a manner that violates any rules or 

regulations constitutes grounds for disciplinary action, up to and including discharge.  The 

electronic use, transmission and storage of messages, files, images and sounds are subject to 

monitoring by the Town. 

 

 Employees must not share their passwords with any other individuals, including other 

employees or outsiders. Nor is it appropriate to attempt to subvert network security either by 

accessing the Internet without using your password or by seeking to discover other 

passwords to gain access. Employees are representatives of the Town when using the 

Town's Internet account. Accordingly, they are expected to act and to communicate 

professionally on the Internet, not to engage in any commercial or illegal activities, or to use 

the account for personal business. 

 

 The Town may have access to or maintain a log of all usage, including a list of employees 

who have used the Internet and the sites they visited. The Town will monitor this usage from 

time to time, and employees found to be abusing usage or using the Internet inappropriately 

will be subject to disciplinary action.   

 

B. Consent to Monitoring 

 

 Employees will be required to consent to the monitoring of communications sent, 

received and stored on equipment provided by the Town or an electronic, wire, or digital 

services provided by the Town as a requirement for employment by the Town. 

 

C. Privacy 

 

Computer identification files commonly referred to as a "cookies," will not be not placed 

on user computers automatically by the Town of Amherst web site. The Town is not 

responsible for the content or privacy practices of any link from its web site to another. 


